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Preface

Introduction to the workshop

This introduction maps out the reasons why this workshop has been prepared and introduces the ideas behind it. This section also provides a guide to the contents and uses of the manual.

What is the workshop about?

This workshop is about some of the critical activities involved in making sure that a manufacturing process is:

- Safe for people to work with,
- Safe against damage to the environment
- Secure against failures that could result in major asset losses in the business

The workshop concentrates on the application of hazard study methods and the actions that follow from them for providing protection against hazards. The workshop seeks to provide training in 3 basic steps that form part of the overall risk management framework for industries such as chemicals, oil and gas, pharmaceuticals and food processing. The steps can be seen in the diagram below:
Hazards of a process plant or an activity are identified through the systematic application of hazard studies based on the best possible information available. Hazards may create risks to people, environments and property. The risks may or may not be acceptable. This requires evaluation through the techniques of risk assessment and hazard analysis. Whenever risks are found to be unacceptable, solutions have to be found either by fundamental design changes or by providing protection measures. Protection measures may be mechanical or organizational or they may be provided by safety-related control systems employing alarm devices or automatic controls. For simplicity in this workshop we call them trips and alarms.

For protection measures to succeed they must be based on three key factors:

- There must be correct and up to date knowledge of the hazardous situations that are to be controlled including knowledge of the possible causes.
- There must be a clearly defined course of action to be taken in response to the approach to a hazardous event.
- The protection systems must be appropriate for the problem and be correctly designed and maintained.

**Appropriate** implies that the protection systems must be practical to use, will carry out the correct actions to restore safe conditions and will be engineered to a level of reliability sufficient to match the degree of risk reduction demanded by the hazardous event. Furthermore, the protection systems must not impede productivity or impact negatively on production volumes through its complexity nor create unacceptable production losses through unreliable operations.

These points appear to be simple and obvious. However, there is a lot of evidence to show that it is not unusual for risk reduction measures to be out of touch with the original
problem they were intended to deal with. For example: The following chart shows the results of a survey of control and safety system failures by the United Kingdom Health and Safety Executive (HSE), the body responsible for administration and control of occupational and home safety in the UK. The survey classified the causes of 34 accidents involving failures of control systems, which were supposed to protect against such incidents.

![Diagram showing causes of accidents](image)

Figure P.2
*Summary of causes for failures of safety-related control systems*

**HSE summary of findings**

HSE’s summary of the problems of failed safety systems included some interesting paragraphs:

**Analysis of incidents showed**

- The majority of incidents could have been anticipated if a systematic risk-based approach had been used throughout the life of the system
- Safety principles are independent of the technology
- Situations often missed through lack of systematic approach

Quoting from the report: “*The analysis of the incidents shows that the majority were not caused by some subtle failure mode of the control system, but by defects which could have been anticipated if a systematic risk-based approach had been used throughout the life of the system. It is also clear that despite differences in the underlying technology of control systems, the safety principles needed to prevent failure remain the same.*”

**A review of design issues showed**

- Need to verify that the specification has been met
- Over dependence on single channel of safety
- Failure to verify software
- Poor consideration of human factors
A review of specification issues included this comment

“The analysis shows that a significant percentage of the incidents can be attributed to inadequacies in the specification of the control system. This may have been due either to poor hazard analysis of the equipment under control, or to inadequate assessment of the impact of failure modes of the control system on the specification.”

The HSE report is a very useful guide to safety system project engineers and it is available through HSE Books at www.hse.gov.org.

Hazards of replacement and modification

Another indicator of the weak links between protection systems and the problem they are supposed to solve is in the situation that has occurs when a process plant is faced with the task of replacing an obsolete item of safety instrumentation. Typically the plant may have an electrical trip and interlock control panel based on relays or old solid state logic devices and they want to replace it with a new package, perhaps based on safety PLC equipment. The question arises: How do we specify the exact requirements for the new safety system? Where is the original specification? Does it still meet the needs of the plant as it stands today?

This often leads to a search for the original hazard or Hazop study reports. Sometimes these are fully up to date and in good shape. Sometimes they cannot even be found. Often they are available but slightly out of date.

In the USA a wide ranging investigation of chemical plant accidents by James Belke for the US Dept of Labor included many telling comments on the failure of companies to make adequate provisions for hazard studies and the design of safety systems.

Regarding change control the following comment is noteworthy:

“Recurring causes of these accidents include inadequate process hazards analysis, use of inappropriate or poorly-designed equipment, inadequate indications of process condition, and others. Of particular note, installation of emissions or pollution control equipment has preceded several significant accidents, highlighting the need for stronger systems for management of change”.

Continuity and validation

Today’s standards for safety-related control systems, (they are also called safety instrumented systems or functional safety systems) demand fully traceable links from their performance specifications and their functional testing all the way back to the current hazard study reports and records for the process. This is the only way to ensure that the safety systems are valid for the plant. No safety system can be considered to be correct for the plant without “Validation”.

All of these factors point strongly to the need for continuity to be assured through the steps from identification of hazards into the delivery of safety systems. This workshop sets out to support this approach by introductory level training linking the three topics below:

- Hazard studies
- Hazard analysis
- Design of safety instrumentation and alarm systems
Safety projects will benefit if all contributors understand the context and methods of hazard studies whilst having a good understanding of the principles of alarm and trip systems.

**Objectives**

The objective of the workshop is to provide an introductory level of training in the methods of hazard studies and in the associated risk reduction methods achieved by using alarm and trip systems. The hazard study methods are based on those explained in internationally supported manuals and engineering standards. The alarm and trip system principles include introductory training on the new internationally accepted standard IEC 61508 and all design principles expressed in the manual are intended to be consistent with this standard.

Through feedback from an existing IDC training course in safety instrumentation it became apparent that there is a need for a training course that covers the basics of hazard studies and bridges the gap between hazard studies and the delivery of safety-related control systems. In simple terms:

> **“If you work with hazard studies it helps to know how trips and alarms are supposed to be built.”**

> **“If you work with trips and alarms it helps to know how hazard studies are supposed to be done.”**

The course is intended to be useful for:

- Process plant engineers, technicians and supervisors involved in new plant projects or in the modification or upgrading of existing plants
- Loss prevention officers, Trainee Hazop team leaders
- Plant managers, project managers and planners seeking an awareness of the role of Hazops in overall safety management
- Instrument and electrical engineers, process control engineers and system integrators who are likely to be participants in Hazops or who will be asked to engineer safety control systems
- Commissioning engineers and plant supervisors, process maintenance technicians

**Workshop participants: Motivation?**

We invite participants to tell us what they are looking for in this workshop. IDC likes to encourage lively discussion amongst delegates and instructors. As the workshop progresses we are keen to hear your views on the practicalities of the methods shown here and to discuss how they relate to real life experiences.

**Workshop programme**

- Risk Management Principles (with exercise 1 and 2)
- Level 1 and 2 Hazard Studies (with exercise 3)
- Risk reduction methods using alarms and trips
- Hazop method (Level 3 hazard studies)
Practical Hazops trips and alarms

- Trial Hazop
- Planning and Leadership of HAZOP Studies
- Practical exercise in batch Hazop
- Specifying Safety Instrumented Systems (SIS) using IEC 61508
- Hazard Analysis Methods, FMEA and Fault tree analysis
- Choosing protection systems equipment.
- Exercise in converting Hazop output to alarm and trip requirements

The workshop manual

This manual consists of a set of 9 chapters each on a particular topic. Each chapter is presented with the aid of slides closely linked to the text to provide illustrations for the points made there. A set of appendices have been placed after chapter 9 to carry information that may be useful to support the reader in future use. Questions for practical exercises can be found after the appendices. Suggested answers follow after the set of questions.

The depth of material in the manual exceeds the available time for discussion of all the details it contains, so our approach will be to summarize material in some parts for more detailed study after the workshop.

References

The manual has been compiled with reference to several publications. The references, together with a list of suggested further reading are given in Appendix 1 to this module.

Useful websites

Websites are naturally available for any significant authority or supplier for safety studies. Some of the most useful sites relevant to this workshop are listed in Appendix 2 to this module. In some places, the manual includes extracts from material obtained from these sites.

Feedback

At the end of the workshop we would appreciate it if you would kindly complete the feedback sheet at the back of the manual. We welcome your comments on the way the workshop has gone and look forward to suggestions on the how the contents could be improved or changed to meet your needs.
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Introduction to hazard studies

1.1 Scope and objectives of this chapter

This chapter introduces the basic terms and concepts underlying risk management and describes well-established methods of quantifying risk. It then describes the concepts of tolerable risk and the principles of risk reduction. These include an introduction to the principles of risk ranking and the development of risk matrices. Then follows an overview of the typical legal requirements for implementation of safety principles in USA and in Europe. With this background in place the chapter concludes by describing the range of hazard identification techniques commonly used in industry according to the application and the stage of the project work.

The objective of this chapter is to provide grounding in risk management principles and help participants to see the relevance of hazard studies to safety management.

When you have completed study of this chapter you should be able to:

- Provide an outline of the principles of risk management, risk assessment and risk reduction
- Define what is generally meant by the terms hazard and risk and explain the meaning of the term ALARP
- Know how to design and use a risk matrix
- Identify typical features of regulatory frameworks for risk management
- Explain the differences between hazard identification and hazard analysis
- Know of several methods to identify hazards

1.2 Introduction to hazards and risk management

There is a common saying in the control systems world: “if you want to control something, first make sure you can measure it.” We need to control the risks of harm
or losses in the workplace due to hazards of all forms. So what we need to measure is: RISK. Here we need to be clear on the terms Hazard and Risk.

1.2.1 What is hazard and what is risk?

A hazard is "an inherent physical or chemical characteristic that has the potential for causing harm to people, property, or the environment”

In chemical processes: “It is the combination of a hazardous material, an operating environment, and certain unplanned events that could result in an accident”.

Risk

“Risk is usually defined as the combination of the severity and probability of an event. In other words, how often can it happen and how bad is it when it does happen? Risk can be evaluated qualitatively or quantitatively”

Roughly: Risk = Frequency x Consequence of hazard

Risk reduction

Risk reduction can be achieved by reducing either the frequency of a hazardous event or its consequences or by reducing both them. Generally the most desirable approach is to first reduce the frequency since all events are likely to have cost implications even without dire consequences. Figure 1.1 illustrates how this principle applies in Cricket.

<table>
<thead>
<tr>
<th>If we can’t take away the the hazard we shall have to reduce the risk</th>
</tr>
</thead>
<tbody>
<tr>
<td>Reduce the frequency and/or reduce the consequence</td>
</tr>
</tbody>
</table>

Example:

Glen McGrath is the bowler: He is the Hazard
You are the batsman: You are at risk
Frequency = 6 times per over. Consequence = Ouch!

Risk = 6 x Ouch!

Risk reduction: Limit bouncers to 2 per over. Wear more pads.

Risk = 2 x ouch!

Figure 1.1
An example of risk reduction in sport

Safety systems are all about risk reduction. If we can’t take away the hazard we shall have to reduce the risk.
1.2.2 Safety management principles

It helps to look at the principles of risk management because they can be applied directly to safety management. Understanding risk management will show us how hazard studies and risk analysis activities fit in to the overall task of managing risk in a company. We shall then look at the principles of hazard identification, risk assessment and risk reduction knowing how they all come together under risk management.

Why is this important?
Because you can do a better job with hazard studies and extract more value from the studies if you can see the point of them.

1.2.3 The meaning of safety management

What does safety management mean for a manufacturing plant or large item of equipment?

Safety management involves the provision of a safe working environment for all persons involved in the manufacturing process. It extends to cover the safety of the environment and the security of the business from losses.

The fundamental components of safety management will include:

- Having a systematic method of identifying and recording all hazards and risks presented by the subject plant or equipment
- Ensuring that all unacceptable risks are reduced to an acceptably low level by recognized and controllable methods that can be sustained throughout the life cycle of the plant
- Having a monitoring and review system in place that monitors implementation and performance of all safety measures
- Ensuring all departments and personnel involved in safety administration are aware of their individual responsibilities
- Responding to regulatory requirements from national and local authorities for the provision of adequate safeguards against harm to persons and the environment
- Maintaining a risk register and a safety case report that demonstrates adequate safety measures are in place and are being maintained at all times

Safety management is effectively the same as the more general term, risk management, but applied specifically to risks associated with harm to persons, property or environment. Lets take a closer look at risk management principles to see what we can learn from them.

1.2.4 Risk management defined

Risk management is a very broadly used term and it is typically applied to business and organizational activities. The broad scope of this term can be seen in the definition of risk management taken from the Australian/New Zealand standard AS/NZ 4360 (quoted by ref.2 as listed in Appendix A) clause 1.3.24.
“Risk management-The culture, process and structure, which come together to optimize the management of potential opportunities and adverse effects “

Industrialized countries encourage a culture of risk management in all enterprises and at all levels within an organization. The culture and processes of risk management are typically applied to business decision making to achieve a logical balance between opportunities for growth and improvement on the one side and the potential for losses and failure on the other.

The application of risk management to occupational health and safety is just one of the many areas where the techniques are used. Let's look at a few basic processes in risk management to show how they match up to established or emerging methods in engineering systems.

The following notes are based on guidance provided in the guideline document: “A basic introduction to managing risk” published as an Australian guideline HB 142-1999 by Standards Australia. (ref.2 as listed in Appendix A)

Managing risk

- Requires rigorous thinking. It is a logical process, which can be used when making decisions to improve the effectiveness and efficiency of performance
- Encourages an organization to manage pro-actively rather than reactively
- Requires responsible thinking and improves the accountability in decision making
- Requires balanced thinking…..” Recognizing that a risk-free environment is uneconomic (if not impossible) to achieve, a decision is needed to decide what level of risk is acceptable”
- Requires understanding of business operations carried on, where conformity with process will alleviate or reduce risk

Hazard studies are part of the disciplined approach to managing risks in plant operations and they must be conducted in accordance with the principles shown here.

1.2.5 The process for managing risk

It turns out that the models suggested for managing risk are the same as those we find in the procedural models described for safety life cycle activities that we shall be looking at later in the workshop. This is encouraging since it means that one procedural model fits all circumstances and no specialties are involved for safety. If the company recognizes risk management in its business, it should have no problem understanding safety management.

Here is a diagram of a general risk management model based on the version published in AS/NZS4360: 1999.
Figure 1.2
The process for managing risk

This model is intended to serve for all risk management activities within a company. These begin with strategic risk management applicable to the corporate planning levels where key business decisions can be subjected to risk evaluation and treatment. There are close parallels with the management of engineering risks and the management of functional safety. Let's examine the meaning of each step of the process.

Establishing the context
In business risk management, this first step involves wider issues that are outside of our scope in this workshop. The context includes:

- **Strategic context**: The relationship between the organization and its environment including financial, operational, competitive, political, social, cultural and legal aspects. In our field of work this would be typically defined by the organization’s overall Safety Health and Environment (SHE) policy. It would also define the legal framework or regulatory compliance needs for the plant in question.
- **Organizational context**: Requires an understanding of the organization and its capabilities.
- **Risk management context**: Defining which part of the organization or which activities are in the scope. This would be the specific manufacturing plant or process under consideration.
- **Risk evaluation criteria**: Defines the criteria against which any risk is to be evaluated. We shall see that in our field this includes the so-called tolerable risk criteria for risks of harm to persons, environment and asset losses. Risk management and risk reduction cannot be conducted without some reference points for what is acceptable.
- **Structural context**: Deals with how the risk management process is to be handled and documented within the organization. Expect this to lead to a definition of who is responsible for the supply of information, conducting studies and managing the documentary records. In the case of SHE risk
management the documentary records are of critical importance and will require a quality management system

Stakeholder Identification
One of the problems experienced in hazard study work is that the participants are not always aware of all the parties that may be affected by the results of the studies. Obviously, decisions made by hazard study teams must be followed up by actions by the affected parties. Knowing who all the parties are and having their support is essential. What is a stakeholder? AS/NZS 4360 1999 1.3.31:

“Stakeholders - Those people and organizations who may affect, be affected by, or perceive themselves to be affected by, the decision or activity”.

The risk management study must identify the stakeholders at the earliest opportunity. In process hazard studies the stakeholders are likely to include:

- Project managers, representing the business and shareholders
- Local authority regulators. Environmental protection officers. NGOs for public participation processes
- Design engineers of relevant disciplines. Frequently these will be process engineers, control and instrumentation specialists, electrical engineers
- Process and environmental safety officers. Fire prevention officers
- Commissioning engineers, Production managers
- Union or staff representatives. Safety officers
- Design contractors and equipment suppliers
- Risk insurance companies

The challenge for a person managing a hazard study project must surely be to establish the relationships with stakeholders such that all parties are satisfied with their level of involvement whilst ensuring the study work avoids “too many cooks”.

Identify hazards (Alternative is risks)
With the context in place the risk management model says, “identify the risks”. The HB 142 guide raises the issue of “perceptions of risk” and points out that: “perceptions of risk can vary significantly between technical experts, project team members, decision makers and stakeholders”

In this workshop we have to take the “technical experts” route to risks, as we shall see below. It is instructive to note that the layperson sees risk on a more personal and subjective scale.

“…lay persons are less accepting of risk over which they have little or no control (e.g. public transport versus driving one’s own car), where the consequences are dreaded or the activity is unfamiliar”

This is stage where hazard studies are performed to answer the questions: “What can happen? How can it happen?” The result is a list of hazards with the possible causes:

Analyse risks
The next step is “Analyse the risk”. You can see from the diagram that it is necessary to establish a level of risk based on the criteria we mentioned earlier. The likelihood and the
consequences must be found and multiplied together and applied to a scale of risk used to set priorities. In our field of work this is the activity we call “Hazard Analysis”. We are going to look at that again in a moment.

**Evaluate risks**
The next step is to compare the risk level with certain reference points (Figure 1.3) to decide if the risk level is acceptable or not.

![Evaluation of risk and the treatment stages](image)

If the risks are unacceptable the choice is to treat the risks or decide to avoid the risks altogether by doing something else.

The diagram introduces the concept of “tolerable risk” or “acceptable risk”. In business practice, the reference point for acceptable risks may depend on the company and its senior management. When it comes to safety and operability there is less room for flexibility. We are concerned with what is acceptable to society and our workers as a “tolerable risk”. We are going to take a closer look at tolerable risk concepts in a few moments. Before that, let’s look at the general-purpose model for risk treatment as shown in Figure 1.6 which is based on a diagram included in AS/NZ 4360:1999.
This diagram is informative for us in safety management because it demonstrates the options and decision that have to be considered during a hazard analysis and after a Hazop study. In fact this diagram covers all stages in the life cycle of the situation being considered. We shall see this theme recurring throughout the workshop. Let’s consider the terms on the left hand side of the diagram:

**Identify treatment options**
In safety applications we are often able to reduce the risk by treating the likelihood (i.e. reducing the chances of the accident). Sometimes it is necessary to reduce the consequences by what is called “mitigation”. (Putting on gas masks after a gas escape is a simple example of mitigation). Protection methods to reduce risk are described as “layers of protection” and we shall be looking at those in later modules.

One solution to an unacceptable risk is to avoid it altogether. Unfortunately, this route sometimes implies not building the plant and this has to be considered along with all other options. One of the most important outcomes of a hazard study can be the decision to abort the whole project or adopt an alternative technology on the grounds of unacceptable risk to persons and environment.

**Transfer of risk** is generally more appropriate to business processes where it may be attractive to find some other organization to handle the risk in question. Subcontracting out of health and safety risks doesn’t solve the problem in our cases. For example:

If your roof needs painting you can choose to do it yourself and risk falling off the roof or you can transfer the risk to another person and just pay for life insurance. However, from a safety perspective the risk of harm to someone has not been removed.
The painting contractor should be in a better position to control the risk if he has the necessary equipment and experience.

**Assess treatment options**
This is a very interesting stage of risk analysis. We have to consider feasibility, costs and benefits of the possible risk treatment options.

In the case of an engineering project the choices typically come down to:

- Shall we redesign the process to minimize hazard?
- Shall we provide alarms and trips to shutdown the process when the hazardous condition approaches?
- Shall we provide a blast-proof room and evacuation facilities to protect the persons on the plant?
- Shall we do all of these things?

To make a good decision here requires knowledge of the process and the protection methods, some experience and some good cost information. Someone has to do a **quantitative analysis** of the risks. The problem for hazard study teams and project managers is often that the analysis of the risk is approximate and the cost implications of some of the solutions are not readily available. And there may not be much time available for the choices to be made as project deadlines always demand an early decision.

Assume for the moment that the approximate cost of all risk treatment options is known in a particular case. If a choice of options is available, the decision can be made by looking for a trade off between the achievable risk level and cost of achieving it. The relationship model is typically as shown in the next diagram.
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**Figure 1.5**
*Risk reduction versus cost*

Typically, the cost of reducing risk levels will increase with the amount of reduction achieved and it will follow “the law of diminishing returns”. Risk is usually impossible to eliminate so there has to be a cut off point for the risk reduction we are prepared to pay for. We have to decide on a balance between cost and acceptable risk. This is the principle of ALARP that we shall examine in the next section.
The second factor in that will influence the hazard study work is the relationship between design changes and their impact on project costs. There are heavy cost penalties involved in late design changes. Hence it pays to design the hazard study program to identify critical safety and operability problems at an early stage. This is where preliminary hazard study methods are valuable. Preliminary studies can often identify major problems at the early stage of design where risk reduction measures or design changes can be introduced with minimum costs.

**Prepare treatment plans**
The next step in the risk management model is to detail the chosen or proposed solutions to the risk problems. In safety systems, this translates into what is known as the “safety requirements specification”. Later in the workshop we are going to examine this stage in detail to make sure the transition from problem identification to solution works properly. The need for monitoring and review becomes critical from this point on as we seek to make sure the solutions still fit the problem.

This stage is completed when the chosen solutions are ready for use and have been validated to be correct for the original purpose.

**Implement treatment plans**
Implementation covers the in-service operation of the safety systems and is supported by the monitoring and review process. The model shows that the question of acceptable risk is to be kept open and under review. This philosophy requires, for example, that the hazard study information is kept up to date and that periodic reviews must be held to see that the risks levels are still acceptable.

**1.2.6 Conclusions from risk management**
We have seen how the generalized models for risk management are directly applicable in safety management. When we look at the new application standards for safety instrumented systems and for alarms, we shall recognize the same principles being applied. Hazard studies are an integral part of the process.
1.3 Risk assessment

Let's take a closer look now at risk assessment and find out how we may be able to measure risk and decide if it needs to be reduced.

1.3.1 The measurement of risk

Risk is something we can measure approximately by creating a scale based on the product of frequency and consequence.

For example, we can measure consequences in terms of injury to persons. Here is a quantitative scale:

- Minor: injury to 1 person involving less than 3 days absence from work
- Major: injury to 1 person involving more than 3 days absence from work
- Fatal consequences for 1 person
- Catastrophic: Multiple fatalities and injuries

Likewise, the frequency or likelihood of an event causing injury can also be placed on a scale. For example here is a qualitative scale: (descriptive but does not define numbers)

- Almost impossible
- Unlikely
- Possible
- Occasionally
- Frequently
- Regularly

Alternatively, frequency can placed on a quantitative scale. This would simply be the event frequency in events per year. For example:

- 1 hazardous event occurring on the average once every 10 years will have an event frequency of 0.1/year.
- A rate of \(10^{-4}\) events/yr means that an average interval of 10 000 years can be expected between events

Another alternative is to use a semi quantitative scale or band of frequencies to match up words to frequencies: For example:

- Possible = Less than once in 30 years
- Occasionally = More than once in 30 years but less than once in 3 years
- Frequently = More than once in 3 years
- Regularly = Several times per year

Once we have these types of scales agreed the assessment of risk requires that for each hazard we are able to estimate both the likelihood and the consequence. For example:

- Risk item no 1: “Major” injury likely to occur “Occasionally”
- Risk item no 2: “Minor” injury likely to occur “Frequently”
Whilst both of the above items are undesirable we cannot yet tell which of them is the most important problem in need of risk reduction, or even if they need any reduction at all. **What we need is a system of comparative values for risk.**

### 1.3.2 Introducing the risk matrix

From the above it is clear that a scale of risk can be created from the resulting products of frequency and consequence. One popular way to represent this scale is by means of a simple chart that is widely known as a risk matrix. Here are some examples:

**Figure 1.7**  
*Risk matrix tolerability bands*

**Risk matrix example 1**  
Figure 1.8 is a simple example of a risk matrix where frequency of the possible event is ascending on the Y-axis and the consequence categories are ascending on the X-axis.

When the product of frequency and consequence is high the risk is obviously very high and is unacceptable. The unacceptable region extends downwards towards the acceptable region of risk as frequencies and/or consequences are reduced. The transitional region as shown in the diagram is where difficult decisions have to be made between further reduction of risk and the expenditure or complexity needed to achieve it. Our diagram shows some attempt at quantifying the frequency scale by showing a range of frequencies per year for each descriptive term. This is usually necessary to ensure some consistency in the understanding of terms used by the hazard analysts.
Some companies go a step further and assign scores or values to the descriptions of frequency and consequence. This has the advantage of delivering risk ranking on a numbered scale, allowing some degree of comparison between risk options in a design. The next diagram shows a possible score and ranking values on the same risk matrix as above. The scoring system adopted in the above diagram is an arbitrary scheme devised to suit the tolerability bands as best as possible. Each company and each industry sector may have its own scoring system that has been developed by experience to provide the best possible guidelines for the hazard study teams working in their industry. There does not appear to be any consensus on a universally applicable scoring system but the ground rules are clear. The scales must be proportioned to yield consistently acceptable results for a number of typical cases. Once the calibration of a given system is accepted it will serve for the remainder of a project.

In the next example, shown in figure 1.10, there is a risk classification chart taken from IEC 61508 (the standard we shall be using later). Here we see qualitative descriptions being used for likelihood and consequence. The standard uses this diagram as a sample only and does not suggest any specific values be adopted from this example. Some specimen descriptions are offered for the risk rank classes I to IV as follows overleaf:
### 1.3.3 Scales of consequence

The format of the risk matrix allows companies to set down their interpretations of consequences in terms of losses to the business as well as harm to the environment and harm to persons.

Thus, a “significant” consequence may equate to a financial loss due to:

- Loss of quality or contamination of product
- Lost production time
- Damage to plant and repair cost
- Failure to deliver/loss of market

The company will set up a scale of loss in terms of plant damage and lost production. For example:

<table>
<thead>
<tr>
<th>Minor</th>
<th>Critical</th>
<th>Severe</th>
<th>Catastrophic</th>
</tr>
</thead>
<tbody>
<tr>
<td>Short term loss of production</td>
<td>Damage to machines. Repairable in short time</td>
<td>Damage to plant. Major repair costs. Serious loss of production</td>
<td>Substantial damage to plant. Potential loss of overall plant</td>
</tr>
</tbody>
</table>

A similar table can carry a scale of environmental damage:

<table>
<thead>
<tr>
<th>Minor</th>
<th>Critical</th>
<th>Severe</th>
<th>Catastrophic</th>
</tr>
</thead>
<tbody>
<tr>
<td>Temporary excursion in emission levels.</td>
<td>Significant release. Effluent clean up required</td>
<td>Ecological damage for up to 1 yr. Risk of penalties.</td>
<td>Ecological damage for more than 1 yr. Pressure to cease business.</td>
</tr>
</tbody>
</table>

Let’s add a scale of harm to personnel:

<table>
<thead>
<tr>
<th>Minor</th>
<th>Critical</th>
<th>Severe</th>
<th>Catastrophic</th>
</tr>
</thead>
<tbody>
<tr>
<td>Reportable but non-disabling injuries causing over 3 days absence</td>
<td>Disabling injury or severe injury requiring extensive recovery. 1 in 10 chance of fatality</td>
<td>Critical injuries and possibly 1 fatality</td>
<td>One or more fatalities</td>
</tr>
</tbody>
</table>
Integrating these scales will be helpful for comparative purposes but sometimes leads to unwanted conclusions. The values of business loss, loss of life and severe damage to the environment do not really have direct equivalence. The scales may be supported by a price tag, for example:

<table>
<thead>
<tr>
<th>Minor</th>
<th>Critical</th>
<th>Severe</th>
<th>Catastrophic</th>
</tr>
</thead>
<tbody>
<tr>
<td>Less than $US 10 000</td>
<td>Up to $US 100 000</td>
<td>Up to $US 1 M</td>
<td>More than $US 1 M</td>
</tr>
</tbody>
</table>

**Warning note**

Integrated scales can be informative but we must be very careful how the scale is used in risk assessment work. Remember that many hazardous events will have the potential for consequence on two or more of the categories, persons, environment and assets. Hence each event must be recorded for its effect on all three categories individually. We may succeed in reducing the risk in one category but we must always check the risk level in the other categories.

Sometimes it requires three risk matrices for each hazard.

**Progress check**

Let's stop at this point and recall what we were looking for at the start of this exercise. We wanted to achieve a comparative scale of risk so that we can know which problems need the most attention for risk reduction.

Risk matrix does this for us. In fact, it does three valuable things:

- It tells us how each risk compares with another so we can find the highest priorities for attention
- It tells us which risks are totally unacceptable and shows which risks may be acceptable
- It guides us to how much risk reduction will be needed to make the risk tolerable

However there seem to be two problems here that need to be sorted out:

- Problem 1: Where are the boundaries for the tolerable risk zone? Who defines the risk graph? Who defines the tolerable risk band?
- Problem 2: How far down risk the scale is good enough for my application?

These problems bring us to issues of tolerable risk and deciding how much risk reduction is justified.

**1.4 Concepts of ALARP and tolerable risk**

To deal with the above problems let's first recall the principles of risk reduction as discussed earlier. It helps to use this following diagram to show what we are doing in safety systems.
The reduction of risk is the job of protection measures. In some cases this will be an alternative way of doing things or it can be a protection system such as a safety-instrumented system. When we set out to design a protection system we have to decide how good it must be. We need to decide how much risk reduction we need (and this can be one of the hardest things to agree on). The target is to reduce the risk from the unacceptable to at least the tolerable. The concept of tolerable risk is part of the widely accepted principle of ALARP.

The ALARP (as low as reasonably practicable) principle recognizes that there are three broad categories of risks:

- **Negligible risk**: broadly accepted by most people as they go about their everyday lives, these would include the risk of being struck by lightning or of having brake failure in a car
- **Tolerable risk**: We would rather not have the risk but it is tolerable in view of the benefits obtained by accepting it. The cost in inconvenience or in money is balanced against the scale of risk and a compromise is accepted
- **Unacceptable risk**: The risk level is so high that we are not prepared to tolerate it. The losses far outweigh any possible benefits in the situation

This is represented by the following ALARP diagram (Figure 1.12)
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Figure 1.12
ALARP diagram

The width of the triangle represents risk and hence as it reduces the risk zones change from unacceptable through to negligible. Clearly this is following the same principle that we saw earlier in the risk management section. The hazard study and the design teams for a hazardous process or machine have to find a level of risk that is as low as reasonably practicable in the circumstances or context of the application. The problem here is: **How do we find the ALARP level in any application?**

**Step 1**
The estimated level of risk must first be reduced to below the maximum level of the Alarp region at all costs.

This assumes that the maximum acceptable risk line has been set as the maximum tolerable risk for the society or industry concerned. This line is hard to find, as we shall see in a moment.

**Step 2**
Further reduction of risk in the Alarp region requires cost benefit analysis to see if it is justified. This step is a bit easier and many companies define cost benefit formulae to support cost justification decisions on risk reduction projects.

The principle is simple:

“**If the cost of the unwanted scenario is more than the cost of improvement the risk reduction measure is justified**”

The tolerable risk region remains the problem for us. **How do we work out what is tolerable in terms of harm to people, property and environment?**
1.4.1 Establishing tolerable risk criteria

This a complex question that has exercised many minds and companies over the years. There is much debate on the issue. The UK HSE has published material and reports on this subject over the years and in this workshop we can take some guidelines from a published paper by Edward Marzal at Exida.com called “Tolerable Risk Guidelines”

Marzal has investigated the different ways in which risk can be expressed and has developed some interesting conclusions. He identifies two types of risk criteria that are best suited to risk reduction design in industries such as the process industry. These are “Individual risk” and “Risk integrals”

Individual risk

This is the frequency at which an individual may be expected to sustain a given level of harm from the realization of specified hazards. The most commonly used example is:

- Probability of fatality per year: Usually this is applied to the most exposed individual on a plant. It does not indicate how many persons will die in an accident but it does provide a comparative value for risk in any situation.

Risk integrals

These calculations are the sum of risk indices obtained from “Frequency of accident x Consequence”. These provide a measure of the total risk presented by a given plant taking into account all the risks it presents.

\[ \text{Risk Integral} = \sum_{i=1}^{n} C_i \cdot F_i \] (meaning that all risks for a given plant are summed.)

Examples are:

- Probable Loss of Life (PLL): number of fatalities x frequency of event
- Fatal accident rate (FAR). Number of fatalities per $10^8$ hours worked at the site where the hazard is present

All of the above measures can be used for assisting with ALARP decisions and for relating them to risk reduction design. Generally in trip and alarm (or SIS) systems we are concerned with achieving risk reduction by reducing the frequency component of risk. Hence if the risk assessments and tolerable risk criteria lead to frequency targets they are easy for us to use.

1.4.2 Using Individual risk as a guide to tolerable risk

Marzal examined risk management guidelines in several countries and found that some countries have government based risk tolerance criteria but most countries do not have them. In general the risk criteria are defined by individual companies.
The evidence from government material examined by Marzal included the following individual risk values:

- Lower ALARP boundary for a worker in UK: $1 \times 10^{-5}$
- Lower ALARP boundary for public in UK: $1 \times 10^{-6}$
- Lower ALARP boundary for public in Netherlands: $1 \times 10^{-8}$
- Upper ALARP boundary for a worker in UK: $1 \times 10^{-3}$
- Upper ALARP boundary for public in UK: $1 \times 10^{-4}$
- Upper ALARP boundary for public in Hong Kong: $1 \times 10^{-5}$
- Upper ALARP boundary for public in Netherlands and in NSW, Australia: $1 \times 10^{-6}$

To illustrate the meaning of these scales:
Assume the target for worst-case risk to a member of the public in UK is $1 \times 10^{-4}$. Take the example of an accident with a 10% chance of causing a fatality. Calculate the highest event frequency that would be considered tolerable.

$$F_{\text{max}} = \frac{\text{Max fatal risk frequency}}{C} = \frac{(1 \times 10^{-4})}{0.1} = 10^{-3} \text{ events/year}$$

i.e. It should not be tolerated if its event frequency is higher than 1 in 1000 years.

On the same basis, if the single event were to cause 10 fatalities this criteria would require the target frequency to be below 1 in 100 000 years.

Edward Marzal points out that the USA is specifically opposed to setting tolerable risk guidelines arguing that they are open to misapplication due to uncertainty about the nature of risks and the population numbers exposed to each risk amongst other factors. The USA achieves a very good safety record and this is attributed to “the flexibility to apply capital where it will produce the most benefit and the unrestricted ability of the free market to determine third party liability costs”

Marzal concludes that many companies are now finding that where a financial basis for the risk reduction project is calculated the results always justify the greatest amount of risk reduction. For example, a 1995 report by Mudan found that “risk due to third party liability of personnel injury is insignificant when compared to other losses such as property damage and business interruption.”

It is not clear whether this philosophy would be successful in the case of environmental damages but it is a significant point to keep in mind.

### 1.4.3 Using injury statistics as a guide to tolerable risk

Another way to arrive at tolerable risk targets is to examine accident statistics and see how various countries and types of industries normally perform.

If we can obtain a consistent method of measuring accident rates then we can see how we are doing in comparison to others. The following data from European studies shows how different countries measure up on an approximately consistent scale of measurement. The
scale of measurement for injury rates is based on relating accident records to the number of workers employed in an industry.

**Workplace injury in Europe and the USA 1996**

This table shows the rates of fatal and over 3 day injury per 100 000 workers or employees.

<table>
<thead>
<tr>
<th>Country</th>
<th>Rate of Fatal Injury</th>
<th>Rate of over 3 day injury</th>
<th>Employed people covered</th>
</tr>
</thead>
<tbody>
<tr>
<td>EU Average</td>
<td>3.6</td>
<td>4200</td>
<td></td>
</tr>
<tr>
<td>Great Britain</td>
<td>1.9</td>
<td>1600</td>
<td>Workers</td>
</tr>
<tr>
<td>Sweden</td>
<td>2.1</td>
<td>1200</td>
<td>Workers</td>
</tr>
<tr>
<td>Netherlands</td>
<td>2.7</td>
<td>4300</td>
<td>Employees</td>
</tr>
<tr>
<td>USA</td>
<td>2.7</td>
<td>3000</td>
<td>Workers</td>
</tr>
<tr>
<td>Germany</td>
<td>3.5</td>
<td>5100</td>
<td>Workers</td>
</tr>
<tr>
<td>Italy</td>
<td>4.1</td>
<td>4200</td>
<td>Workers</td>
</tr>
<tr>
<td>Spain</td>
<td>5.9</td>
<td>6700</td>
<td>Workers</td>
</tr>
<tr>
<td>Portugal</td>
<td>9.6</td>
<td>6900</td>
<td>Employees</td>
</tr>
</tbody>
</table>

The above and following data is taken from an HSE report issued 27/09/2000 and is based on a Eurostat publication “Accidents at Work in the EU in 1996 – Statistics in FOCUS, Theme 4/2000. HSE supplied data on USA and Netherlands from their own studies.

**Industry sectors for the EU average and Great Britain 1996**

This table shows the rates of fatal and over 3 day injury per 100 000 workers

<table>
<thead>
<tr>
<th>Industry Sector</th>
<th>EU Average</th>
<th>Great Britain</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Fatal</td>
<td>Over 3 day</td>
</tr>
<tr>
<td>Construction</td>
<td>13.3</td>
<td>8000</td>
</tr>
<tr>
<td>Agriculture</td>
<td>12.9</td>
<td>6800</td>
</tr>
<tr>
<td>Transport, storage and communication</td>
<td>12.0</td>
<td>6000</td>
</tr>
<tr>
<td>Electricity, Gas and Water</td>
<td>5.7</td>
<td>1600</td>
</tr>
<tr>
<td>Manufacturing</td>
<td>3.9</td>
<td>4700</td>
</tr>
<tr>
<td>Food, beverage, tobacco</td>
<td>4.7</td>
<td>6600</td>
</tr>
<tr>
<td>Non metallic mineral products</td>
<td>8.1</td>
<td>6500</td>
</tr>
<tr>
<td>Basic metals and metal products</td>
<td>7.7</td>
<td>8500</td>
</tr>
<tr>
<td>Wood and wood products</td>
<td>8.5</td>
<td>10800</td>
</tr>
<tr>
<td>Wholesale, retail trade &amp; repairs</td>
<td>2.5</td>
<td>2400</td>
</tr>
<tr>
<td>Financial, real estate, business</td>
<td>1.6</td>
<td>1600</td>
</tr>
<tr>
<td>Hotels and restaurants</td>
<td>1.1</td>
<td>3500</td>
</tr>
</tbody>
</table>

Eurostat's results and a study by HSE show that the rate of fatal injury in Great Britain is one of the lowest in Europe, and is lower than the USA. Other charts in this series allow comparisons between individual countries.
Note that the data here identifies significant injuries causing over 3 days of absence from work. This data may be useful for evaluating tolerable rates for accidents of lower severity levels.

There are two issues to be considered here:

- Are these accidents rates to be considered tolerable as targets for risk? Or do they represent the result of setting targets well below these achieved figures?
- How do we covert these figures into practical target rates for risk reduction?

The figures can be related to the scale of “Probability of fatality per year”. If the EU average fatality rate per 100 000 workers is 3.6 it converts to $3.6 \times 10^{-5}$ per average worker. How many times greater risk is faced by the most exposed worker?

If we compare this with a PLL of $1 \times 10^{-3}$ for a worst-case site target in UK we find that the worst case is approximately 30 times more risky than the average worker experiences. If we drop the target to $1 \times 10^{-4}$ it will be 3 times worse than the achieved rate. This begins to look like a reasonable risk target for the most exposed worker in a hazardous process plant.

1.4.4 Fatal Accident Rate (FAR)

This is another “risk integral” method of setting a tolerable risk level. If a design team is prepared to define what is considered to be a target Fatal Accident Rate for a particular situation it becomes possible to define a numerical value for the tolerable risk. Whilst it seems a bit brutal to set such targets the reality is that certain industries have historical norms and have targets for improving those statistical results.

The generally accepted basis for quoting FAR figures is the number of fatalities per one hundred million hours of exposure. This may be taken as the fatalities per $10^8$ worked hours at a site or in an activity but if the exposure is limited to less than all the time at work this must be taken into account.

Very roughly 1 person working for 50 years will accumulate $10^5$ working hours or 50 people will be working for 1 year. So 1000 people over 50 years will accumulate $10^8$ hours of exposure.

You can see from the following table that this scale of measurement allows some comparisons to be made between various activities.
FAR can be used as basis for setting the tolerable rate of occurrence for a hazardous event. For example:

Suppose a plant has an average of 5 persons on site at all times and suppose that 1 explosion event is likely to cause 1 person to be killed. The site FAR has been set at 2.0 x 10^{-8}/hr.

We can calculate the minimum average period between explosions that could be regarded as tolerable, as follows:

\[
\text{Fatality rate per year} = (\text{FAR/hr}) \times (\text{hours exposed/yr})
\]
\[
= (2 \times 10^{-8}) \times (5 \times 8760)
\]
\[
= 8.76 \times 10^{-4}
\]

Avg. years per explosion = 1/8.76 x 10^{-4} = 1140 years

If, for example, the risk analysis predicts an explosion rate of 1 event per 30 years the risk will be unacceptable and the frequency of explosion will have to be reduced by at least 1140/30 = 38 times lower to be tolerable. This amount of risk reduction therefore defines the minimum requirements for the safety system in this application.

### 1.4.5 Tolerable risk conclusion

The indications are that many companies determine tolerable risk targets using consensus from the types of statistics we have been looking at. Marzal concluded that the range of PLL values in industry is still a wide one from 10^{-3} to 10^{-6} for the upper level. We must also remember to allow for the effect of multiple hazard sources. It appears that financial cost benefit analysis often justifies greater risk reduction factors than the personal or environmental risk criteria. We shall revisit this issue when we come to SIL determination practices later in the workshop.

### 1.4.6 Practical exercise

Now is good time to try practical exercise no 1, which is set out towards the back of the manual after the appendices. This exercise demonstrates the calculation of individual risk
1.5 Regulatory frameworks and examples from EU and USA

In the early stages of any project involving potential hazards the question of regulations is bound to arise: Where do we stand with regard to the legal requirements for safety? What does the law require us to do? Are there any safety targets that we are legally required to meet? The simple answer is that most industrialized counties have legal frameworks in place that are similar in nature and have been substantially improved in the past 10 years. Safety regulation now emphasizes the need for a complete safety management system to try to deal with the fact that around 90% of accidents can be traced back to failures to manage the various aspects of safety from identification of hazards through to training and continued monitoring of safety performance.

1.5.1 Legal requirements for hazard studies

The scope of legal requirements is far too large for our workshop but we are particularly interested in knowing the following:

- What are the legal requirements for hazard studies to be done?
- How often must they be done?
- What sort of study is acceptable?
- What sort of reporting is required?

Our approach in this workshop is to pick out the general principles that are commonly seen in regulations in the USA and in Europe. These provide a good indication of what one should expect to be doing to satisfy good practices anywhere. Each project will need to decide at the outset which OHS legislation is applicable and then decide on the scope of hazard studies and reporting requirements needed to satisfy the authorities.

In the hazard study lifecycle these questions must be answered in the first of the preliminary hazard studies (Hazard study 1, see next module). In this workshop we outline some of the generally observed principles whilst, in appendix 2 we have added some information specific to some countries as it becomes available.

1.5.2 Legal requirements for safety instrumentation

Similar questions arise with the provision of safety solutions. Where there are well-established safety standards available, (e.g. for many common types of machines), the regulations usually require compliance or will accept conformity to an approved standard. This is where Harmonized European Standards are used.

When it comes to process safety systems such as alarms and trips the solutions cannot be directly prescribed and very few direct application standards exist beyond boiler and furnace safety measures. However the new international standards for functional safety, IEC 61508 and IEC 61511, provide a comprehensive method of applying instrumented safety systems. These standards are beginning to be used by legislators as references for demonstrating that risks have been reduced to an acceptable level and that a suitable regime is being maintained for functional safety.
1.5.3 International trends in safety practices

In most countries Occupational Health and Safety (OHS) regulations lay down basic requirements for employers to safeguard their workers and public from harm. The overall OHS requirements are typically supplemented by additional regulations that target particular sectors of industry where significant problems with hazards are known. The above diagram shows the characteristic structure seen in USA, Europe, South Africa, Australia and other countries.

The OHS types of regulations usually require that a risk assessment be carried out on the occupations and processes at the place of work. They normally require a reporting and review system to assist regulatory oversight.

Specific regulations have been generated for particular types of industry that supplement the basic OHS requirements. For example the principal regulations affecting the chemical industries in the USA are:

- OSHA regulations for “Process Safety Management of Highly Hazardous Chemicals and Blasting Substances” (known as the PSM rule) (29 CFR 1910.119)

The PSM rule was an improvement over earlier safety regulations and was driven by the realisation that major hazard potentials at plants were not being managed to adequate standards in some areas. The main driving force was said to be the Pasadena, Texas incident.
Introduction to hazard studies

Pasadena incident
- Petrochemical plant producing polyethylene at Pasadena, Texas
- October 1989: Release of isobutene, ethylene and catalyst carrier during routine maintenance on a reactor. Vapour cloud ignited after 1 minute with equivalent explosion energy of 10 t of TNT

Consequence
- 23 killed, 130 injured. Damage costs: approx $750 million

The widespread application of the PSM and RMP rules means that Process Hazard Analysis (PHA) is an essential technique for very many companies in the USA. In particular the more critical process plants will be most likely to employ detailed HAZOP procedures as the routine method for assisting them to comply with the regulations.

1.5.4 European regulations

In Europe the major hazard regulations are derived from the Seveso II directive (96/82/EEC) and its amendments. The directive originates from the Seveso 1 directive that was introduced following the disastrous events at Seveso in Northern Italy.

Seveso 1
- Plant manufacturing pesticides and herbicides. On 10 July 1976 a dense vapour cloud containing tetrachlorodibenzo-p-dioxin (TCDD) was released from a reactor, used for the production of trichlorofenol. Commonly known as dioxin, this was a poisonous and carcinogenic by-product of an uncontrolled exothermic reaction
- Kilogram quantities of the substance lethal to man even in microgram doses were widely dispersed which resulted in an immediate contamination of some ten square miles of land and vegetation. More than 600 people had to be evacuated from their homes and as many as 2000 were treated for dioxin poisoning.

The first Seveso directive was later revised and extended, again stimulated by accidents such as Bhopal, India 1984 and Basel, Switzerland, 1986. The current version is known as the Seveso II directive: The following information is from the EU’s Major Accident Hazards Bureau:

“The Seveso II Directive has fully replaced its predecessor, the original Seveso Directive. Important changes have been made and new concepts have been introduced into the Seveso II Directive. This includes a revision and extension of the scope, the introduction of new requirements relating to safety management systems, emergency planning and land-use planning and a reinforcement of the provisions on inspections to be carried out by Member States!”

Outline of Seveso II

The SEVESO II Directive sets out basic principles and requirements for policies and management systems, suitable for the prevention, control and mitigation of major accident hazards.
Establishments that have the potential for major accidents are required to comply with the requirements of the directive in the form of national laws that are passed to enact the EU directives. The establishments are classed into “lower tier” and “upper tier” according to size of inventories and the size of the plant.

**Lower tier establishments** are to draw up a Major Accident Prevention Policy (MAPP), designed to guarantee a high level of protection for man and the environment by appropriate means including appropriate management systems, taking account of the principles contained in Annex III of the Directive

**Upper tier establishments** (covered by Article 9 of the Directive and corresponding to a larger inventory of hazardous substances) are required to demonstrate in the ‘safety report’ that a MAPP and a Safety Management System (SMS) for implementing it have been put into effect in accordance with the information set out in Annex III of the Directive

Here is a very abbreviated description of some of the requirements of the directive but for detailed information we suggest reference to the website and guidance source listed in Appendix 2. Guidance material is freely available from the EU website and in the form of free leaflets and purchased books from the HSE books website.

1.5.5 Requirements for a safety management system

The Seveso II directive emphasizes the need for a safety management system to protect against major hazard installations: Text from the directive:

“The safety management system should include the part of the general management system which includes the organizational structure, responsibilities, practices, procedures, processes and resources for determining and implementing the major accident prevention policy.”

It is recognized that the safe functioning of an establishment depends on its overall management. Within this overall management system, the safe operation of an establishment requires the implementation of a system of structures, responsibilities, and procedures, with the appropriate resources and technological solutions available. This system is known as the Safety Management System (SMS).

**Development of a Major Accident Prevention Policy (MAPP)**

The directive states:

“The major accident prevention policy should be established in writing and should include the operator’s overall aims and principles of action with respect to the control of major accident hazard”

Activities in support of the SMS are defined in the directive. These include:

**Organisation and personnel:** Roles and responsibilities of personnel, identification of training needs and the provision of training. The operator should identify the skills and abilities needed by such personnel, and ensure their provision.
**Hazard identification and evaluation:** includes procedures to systematically identify and evaluate hazards, define measures for the prevention of incidents and mitigation of consequences.

**Operational control:** documented procedures to ensure safe design and operation of the plant. Safe working practices should be defined for all activities relevant for operational safety.

**Management of change:** Operating company should adopt procedures for planning and controlling all changes in people, plant, processes and process variables, materials, equipment, procedures, software, design or external circumstances which are capable of affecting the control of major accident hazards

**Planning for emergencies:** An emergency plan is required.

**Monitoring performance:** The operator should maintain procedures to ensure that safety performance can be monitored and compared with the safety objectives defined.

**Audit and review:** Independent audit of the organization and its processes. Management to keep its SMS under review for essential correction or changes.

The above principles have been transferred into national laws in member states of the EU. So in the UK, for example, the directive is implemented as the Control of Major Accident Hazards (COMAH) regulations and has been in force since Feb 1999. The two tier reporting requirements are defined as per the directive. Additionally, all hazardous chemical and other substances used in industry are subject to the Control of Substances Hazardous to Health (COSHH) regulations, 1994.

### 1.5.6 What can we conclude from this overview?

- It should be clear that a safety management system incorporating all the above measures is the underlying principle for delivering safety in the workplace
- We find that the same principles and practices reappear in most of the recent safety legislation
- In industries or plants where lower levels of accident potential are to be found the rules become simplified and the organizational burden is reduced but the principles remain basically the same
- In all cases where risk to persons are involved the regulations require an identification of hazards and an assessment of risk

### 1.5.7 Regulations summary

In appendix 2 of this module we have compiled a brief summary of some of the key regulatory instruments in various countries that may entail the use of hazard study methods. IDC will continue to add to this summary as workshop experience dictates.

The trend in international safety practices is to move away from prescribed solutions to safety problems in favour of allowing individuals to carry out assessments of risk
followed by risk reduction measures appropriate to the problem. Independent but approved assessment bodies are available to carry out conformity assessments. Their reports are then used to show to the authority that a company is complying with the requirements of the law.

### 1.5.8 Conclusion on hazard study legal requirements

Following up on the questions raised at the start of this section:

What are the legal requirements for hazard studies to be done? They are part of the safety management system procedures. The most be done to satisfy the major accident hazard regulations in USA, UK and other countries where similar laws are applied.

How often must they be done? Hazard studies are done at the design and planning stages and then kept under review. Periodic reviews of existing hazard studies are part of the mandatory review procedures built into safety management systems. Some countries define mandatory review intervals. The PSM rule in USA requires companies to update or revalidate their PHAs at least every 5 years, the period in RSA has been set at every 3 years.

What sort of study is acceptable? This is not clearly defined but the overall requirement remains that the method used must be sufficient to ensure confidence that most hazards have been identified and the study must be good enough to satisfy an independent auditor.

What sort of reporting is required? Reporting of results must be suitable for auditing and for revalidation studies. For example, exception only reporting may not be acceptable to show an auditor that all possibilities have been considered.

### 1.6 Methods of identifying hazards

Now that we have established the widespread requirements for hazard study and analysis in many sectors of industry we should catalogue the best-known methods and get to know where they can be most effectively used.

This section outlines some the methods available for the identification of hazards as distinct from the assessment or analysis of hazards. We separate these two activities are they are usually performed in separate steps. One person often does risk analysis after a team has identified the problems; sometimes the analysis is done ahead of the Hazop when the hazards are obvious.

### 1.6.1 Terminologies for hazard studies

**Process Hazard Analysis (PHA)** is a general term used (particularly in USA) to describe the tasks of identification of hazards and the evaluation of risks in the process industries. Within the range of PHA activities we find two main stages: Hazard Identification and Hazard Assessment. The second stage is also known as risk analysis.

In the UK **HAZAN** is a term that applies to the technique of quantitative assessment of particular risks. (The likelihood or frequency of the event and the severity of the consequence.) This is often combined with the analysis of proposed risk reduction (or protection) measures to provide a risk assessment report. *(Reference Trevor A Kletz: Hazop and Hazan, 2nd edition, I Chem Eng, 1986).*
Tevor Kletz points out that: “if someone asks you to carry out a Hazop or hazan on a design you should first make sure that they are clear on the difference”.

- **Hazop** is a particular type of hazard analysis that finds out the problems of operability in the design and identifies any hazards involved in operating the plant
- **Hazan** works out the risks for a particular hazard once it has been identified. Alternative names often used for this work are “hazard assessment” and “hazard analysis”
- The term **“Hazard analysis”** has come to mean any or all of the above activities and is therefore a very general term

### 1.6.2 Hazard analysis techniques

The requirements for risk assessment cover all fields of industrial activity and we find that the hazard analysis methods and the risk assessment techniques used in process design have equivalents in other industries. For example in safety of machinery the requirements for hazard analysis are laid down in the European Standard EN 1050.

In EN 1050 annex B there are descriptions of several techniques for hazard analysis. The notes there make an important distinction between two basic approaches. These are called **deductive and inductive**. This is how the standard describes them:

“In the deductive method the final event is assumed and the events that could cause this final event are then sought.

In the inductive method the failure of a component is assumed. The subsequent analysis identifies the events which this failure could cause”.

#### Deductive method

A good example of a deductive method is: Fault tree analysis or FTA. We shall study FTA in chapter 7. The technique begins with a top event that would normally be a hazardous event. Then all combinations of individual failures or actions that can lead to the event are mapped out in a fault tree. This provides a valuable method of showing all possibilities in one diagram and allows the probabilities of the event to be estimated. As our practical will show this also allows us to evaluate the beneficial effects of a protection measure.

Deductive methods are useful for identifying hazards at earlier stages of a design project where major hazards such as fire or explosion can be tested for feasibility at each section of plant. We start with a hazard event such as “Fire” and search for possible causes. Its like a cause and effect diagram where you start with the effect and search for causes. We shall see examples of this in module 2.

#### Inductive method

So called “what if” methods are inductive because the questions are formulated and answered to evaluate the effects of component failures or procedural errors on the operability and safety of the plant or a machine. For example: “What if the flow in the pipe stops”? This category includes:

- Failure Mode and Effects Analysis or FMEA
- Hazard and operability studies (Hazop studies)
- Machinery concept hazard analysis (MHCA)
### Summary of hazard identification methods

Here is a summary of the hazard identification methods to be found in guide manuals (refs 8 and 10), and standards (ref 7) for hazard studies. It is useful to have this list because many companies will have preferences for certain methods or will present situations that require a particular approach. We need to have a choice of tools for the job and to be aware of their pros and cons. It is also apparent that similar methods will have a variety of names. All guides agree that HAZOP provides the most comprehensive and auditable method for identification of hazards in process plants but that some types of equipment will be better served by the alternatives listed here.

<table>
<thead>
<tr>
<th>Name of method</th>
<th>Type/Procedure</th>
<th>When</th>
<th>Advantages</th>
<th>Disadvantages</th>
</tr>
</thead>
<tbody>
<tr>
<td>Hazard Study 1</td>
<td>Inductive</td>
<td>Concept stage before flow</td>
<td>Provides database. Assists layout and siting. Legal obligations identified</td>
<td>Based on minimal info.</td>
</tr>
<tr>
<td>Alternative name:</td>
<td></td>
<td>sheet</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Concept stage hazard</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>review</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Hazard study level 2</td>
<td>Inductive</td>
<td>Flow sheets and materials</td>
<td>Used on new facilities or previously untested facilities to get an overall</td>
<td>Does not find detailed hazards.</td>
</tr>
<tr>
<td>Alternative names:</td>
<td></td>
<td>known</td>
<td>view of where major hazards exist. Early detection offers chance to design</td>
<td>Still requires Hazop later.</td>
</tr>
<tr>
<td>Preliminary PHA (Pr HA)</td>
<td></td>
<td></td>
<td>out the hazards. Allows protection measures to be designed in.</td>
<td></td>
</tr>
<tr>
<td>Also called:</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Screening Level Risk</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Analysis</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>HAZOP</td>
<td>Deductive and</td>
<td>Can be use at any stage</td>
<td>Very thorough, systematic.. Provides high level of confidence in detection</td>
<td>Very time consuming and costly. If not set up correctly and managed it can be</td>
</tr>
<tr>
<td>Hazard and Operability</td>
<td>Inductive Structured</td>
<td>where detailed equipment or</td>
<td>of hazards. Improves operability. The most widely used methodology for</td>
<td>unreliable. Requires experienced leadership.</td>
</tr>
<tr>
<td>Study</td>
<td>analysis tool.</td>
<td>P&amp;IDs are available.</td>
<td>hazards identification</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>Best used in design at</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td>latest stage possible</td>
<td></td>
<td></td>
</tr>
<tr>
<td>What-if analysis</td>
<td>Deductive. Similar</td>
<td>Any stage of a project for</td>
<td>Easy to use. Faster than Hazop, best used</td>
<td>Much less systematic than Hazop.</td>
</tr>
<tr>
<td></td>
<td>to Hazop but uses</td>
<td>new or</td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>team of</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Name of method</td>
<td>Type/Procedure</td>
<td>When</td>
<td>Advantages</td>
<td>Disadvantages</td>
</tr>
<tr>
<td>------------------------------</td>
<td>----------------</td>
<td>-------------------------------------------</td>
<td>----------------------------------------------------------------------------</td>
<td>--------------------------------------------------------------------------------</td>
</tr>
<tr>
<td>Checklist</td>
<td>Deductive. Divide plant into nodes as for Hazop. Apply previously developed or published checklists for known failure and deviations. Record consequences, safeguards and actions.</td>
<td>Any stage provided the checklist has been made available by experienced staff.</td>
<td>Useful where only one or two persons are available to study the plant.</td>
<td>Requires time to obtain good checklists. Depends on checklists and lacks creative thinking. Hence not thorough especially for new designs.</td>
</tr>
<tr>
<td>What-if +Checklist</td>
<td>Combination of above two methods.</td>
<td>Any stage</td>
<td>Easy to use. Better than basic “what-if” or checklist.</td>
<td>Needs an experienced team and good checklists. Not thorough. Not easy to audit and prone to short cuts.</td>
</tr>
<tr>
<td>Failure mode and effects analysis</td>
<td>Deductive method. Starts with components of system or process and presumes failures. Results are then deduced to see if they cause a hazard.</td>
<td>Final design stages or for evaluation of reliability.</td>
<td>Good for electronic systems and mechanical equipment. Good for complex equipment</td>
<td>Not suited to processes because deviations and hazards may not be due to any failure of components. Does not detect common cause failures.</td>
</tr>
<tr>
<td>Component functional analysis</td>
<td>As for FMEA but divides a process into functional objects. Uses list of typical functional failures and deduces the effects.</td>
<td>Instead of Hazop or for deriving deviations for Hazop or failure modes for FMEA</td>
<td>Good for deriving plant equipment failures</td>
<td>Does not cover for all process deviations. Requires to be used with Hazop.</td>
</tr>
<tr>
<td>Fault tree analysis</td>
<td>Inductive. Structuring the consequence back</td>
<td>Usually to quantify risks after</td>
<td>Graphical views of the causes and effects. Good for</td>
<td>Not suitable for initial identification of</td>
</tr>
<tr>
<td>Name of method</td>
<td>Type/ Procedure</td>
<td>When</td>
<td>Advantages</td>
<td>Disadvantages</td>
</tr>
<tr>
<td>----------------------------------------------------</td>
<td>----------------------------------------------------------------------------------</td>
<td>-------------------------------------------------------------</td>
<td>-----------------------------------------------------------------------------------------------------------------------------</td>
<td>--------------------------------------</td>
</tr>
<tr>
<td>Practical Hazop trips and alarms</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Hazardous human error analysis.</td>
<td>Deductive. Tests for effects of human activities on a machine or plant</td>
<td>Evaluation of a man machine interface or task</td>
<td>Useful for hazards of machinery usage or maintenance tasks.</td>
<td>Limited to human tasks</td>
</tr>
<tr>
<td>Machinery concept hazard analysis (MHCA)</td>
<td>Deductive. Structures a machine into functional parts and operating phases.</td>
<td>Safety review of a completed machinery design</td>
<td>Good method for proving the overall safety of a machine or assembly line.</td>
<td>Not suitable for process plants</td>
</tr>
<tr>
<td></td>
<td>Reviews each phase for possible malfunctions and deuces hazards.</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td></td>
<td>Incorporates HHEA as above</td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

### 1.6.4 Conclusions

We have looked at the principles of risk management and seen how they apply to safety management systems. Hazard identification and risk ranking are part of risk assessment and risk reduction. Risk reduction requires an understanding of tolerable risk concepts and the measurement of risk. We have seen how a risk matrix or risk profile supports quantification and ranking of risks.

Safety regulations recognize these methods as part of the system needed to manage and ensure safety. Companies therefore need to develop competencies in these subjects and be able to develop the skills in hazard identification. Hazard studies and HAZOP in particular have emerged as essential tools for the tasks.

Hazard studies lead to the requirements for safeguards and we shall see that alarm and trip systems are one of the key means of providing those safeguards. Firstly, we need to know how to do hazard studies, and then we need to know how to define the safeguards.